N LBRERGLL A6

Frmyg ek 224227 (Cyber Security Agency of Singapore, CSA)
20244E10H

FRSCRER - (S, DI E SO T
JESORJE: https://www.csa.gov.sg/

H

1.518

2. 1.1 AR HRFITEE
3. TRATE

4. PREEATZ 4

5. 3.1 RALE AT A

6. 3.2 MR PG 46

7.3.3 NILERERGIL 216/
8. K&k

9. Fi<A
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1. 515

ANLE#E (Artificial Intelligence, AD) N&TF. HAMERZ 2R THEZ WL, EHBIE
JUFEA T —— MR BT CRAGE S 22 M P 2% 22 4 ——HEBN IR BE AR B1I 37

B NFIHAINGLE, P RAREEALZRIEIHETT, HEREZ RN, A, Rtk
XEGAN, AIRGIEAREZ BN iM%t (adversarial attacks) RUE, BEBEITNEEEEM
BURIRAIR Gi, AR ATRES | NSO RGEHImAINE M2t 2 2 XK, XX AT RE T2

Fi ittt Z5 s BRI, S A B R R R

Kk, (ER—DUOCSEEN, AIRCUYFMPTERERG M, TR L2, IR L2

(secure by design and secure by default) . XKERGHTE EREMS M I8 HZ 2 XK,
XN FE R G B N IRRAT L M DAR A T BROZE I JR2 35 LA 525 2 i mT e SR B ) LAt )
TETERI R MR RNE OXEATEASAIETEEN)

Hmyimes %2R/ (Cyber Security Agency of Singapore, CSA) #lE T (AN THERGF LS
farm) , ARG AEEAINENM A RE R 22, FEEATH SRR, B
ARG R MEARERL RN, K, XEEFERE NS T TING 22 5 SR 22 KL & 8
BIRIX LR AR ER, (EBATSRIUE RS TE & 5 FIX eSS B RN], DAEREATI R A &
HBAE XU A PR A RE

ATZRR— D RMIR R TAEGUR, ZfpfstliaitheRatiimit, Jtt, CSAILSATRIME 242
MIkEEEmT (N TERERALZ LA ENRM) (Companion Guide on Securing Al
Systems) . ZALEfRH STEME A XIRANEIR, aAfarE, ARAMAEERALNEEN

FIHRE B A 5525 IR SE A A R S G 2%, BUER R 2 mirEm, HUE Ry ss:

R, HTAIZ RIUBEEE AR, FLEHE R AN BT DU OZ AU R R R

L1 A H RN

HK

A BESRFIEERAEFE ERHAIRGNAR AT S .. IR 175 AERHSRHIEBE L 2 X
W, FFOuFEATAan AR B B g2 2 SR (4 145 R .

Afre] 5 CNIERRA L A ETEM) BEEbEE, ML ERmMiRM 7 RSTH B E LA
P I ] 25 PR A S 22 e A A (5 BTG

e

(A

=
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ATERRATR G IR 282 2, BT RPRATIZ 2 (safety) , BRATRYHAME WAH
KER (MR, BHESRAUAN) | UARBRAIRSGG ARG 2K, RE -SRI
B REFEE S, BN RAEMS G HRIEA (AURBERPBRERME) o RR/RSEEM
VESw (RIS o

2. TIRALEW)

ADR—MIRIFRG, AHRZ DML EMRTRENE, RN B8 O iz LR S
R TS, K, PREEATZ 2R R SRR RAF R4 2% 2 4 TLAE 2 SR NED K

RIBATRG L 25 I TERFRITR G AT RER T WAHT IR, BRIEGIME LR XESb, ATARHIE
BHZENPUENEYS (Adversarial Machine Learning, ML) ¥R, 1XEEK
i EEHHERIAT N, ARAIZEREMMAIEZ TS, ESHITRA,

TR GEM 282 4 RSN ATR GERFZ I

AIRGIHRERBEIEHTING, AEEHFES NINERNE, R 2MRERTES, AIRGA]
REMAE MBS FTRR,  BORT BE IR AT B iR SR T T At 1 i A IR ] T 1 52 AR BRI 13
Mo M4, MRS, BarhOiz g st it (Blanadiadgikss st , 4
UM PR e iR Vi R A EE F AT T BRI, 31X S0 R AT RE G BURIIAT T HIs TR R SERERs,

MNP ¥#S (Adversarial Machine Learning)

AT AR BTN BTN ES o SIROR B AT AR, e Las 7 S = A AN
W, AimEE FEHE L, M/EGHENEE R PSS SR #dEks (data
poisoning, FIYIZREHEET N BEBIUARIEE) SRS d: (evasion attacks, *TIIZkE
REBd) DHHhas 8, HEW%d: (inference attacks) sifEEwid: (extraction attacks, %
DY) DA B U B FREdE, SUai B,

%31



EEE1

_N
P

ANTERERS

I
b

3. PRREAT L 4

ATZ 2R — MR T2 RERAE, (EZ TAEIUSHA %, BAMIE RS AR TATZ 2
IPRIBTFRANGRIR, (HATERSIE T RATE BN RIS &, DSHRFAINRZ 2R, % TAI
RIEHIPURD K, RGFTEE NS T RALILZ ERIRHTA R, AN BT H XU P SRS

3.1 RMAa G

AIRGAEMEAIRE LR B —IR 5%, TR, H8. 854, DAOE% (End  of
Life) .

5 RAFHIMLE 2 2R, CSARNRGAITHERMAE MM ERE EZ 2N, [ONEAL
RRIUAS & DA PR ATRESC B A T R IR, 25 ALRGUE anJE IR A A Al i A S B AR, SR
GF Rl AL R S HO ATR GRS SREVTEAE RN, DA 7R B H IR R SR A

ATZEar RIHMRER TR AR 5 AR e L 55 8Os E T R REAUI . [Hit, RIGFEEERN
AR5 RIS R A AT RE & 2 EHT s LA an R BRI 5 80, PR FIERE D B,

— LA AT RE ELSLEAL AR 2E 3184 (Machine Learning Operations, ML Ops) kg, HnJ
RESAIRGT LA a Al (AL SDLC) e, REM, BTEMLEL. FEMzER
BIIHF RIBHERKZRIIML OpsHIA &M, Al SDLCH#IXI S, k. SEMIZE M B
P [FIAEIE o

3.2 MR PT84
ETAVER R ZSHE, LSRR TRERRRTTR, B, GREIML2Z 2iaT T X
PP XK HHRRES IR AR XIS, e fLCs o, 37 o) & =4 B XUR: S B R

ATSERGUR A RIRA X RIE T ARGUR AR SN S Gk, AR FIHLER~~ SIRI e kY
SR E TEFESIMOR, KR NEIUESRETEATES. RWit, HPNZELES RS E R
XA, RIMEE XS PG 7T IR B A BRI RTRENIBOR,, IXLE Al IE rT DS 722 i
FH5EA 10 R BHEEARAN FE

BATEB AN P EK & B e il R SRR, DA AR R B (e e X b —
RIS BRI B

SRR AT, RIBATRGHZ X

%401
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AT PR, RESATRGMHARNZ 2N, A& R KB el HIA el XU Al A B
HEZR,

RGP ] 2 HCSAKMINtEm (ANEH) @ - (MSEhEEtER) (Guide To Cyber
Threat Modelling) - COCHF RN L% 2 XL IEE1ER)  (Guide To Conducting

Cybersecurity Risk Assessment for Critical Information Infrastructure)
R2 0 AR IXURS: /R /B DR A DL e A BRI

ARAE XK ST AT SRR, e LS e e PRIR L XU,

SER3: BUNIFIHEI R ACRBEA TR S % 42

AR AR R ARBALR S 2, flinZs (AN TREERFGZ ERCETSRM) HAIHRY
e, JFEATAE & I SE i,

SPRA: PGB DA T R e el 52
TENATRGL L AR PG TR XS, sz sUC B AR XU I DRI (AR 3

3.3 NIRRERGI L ETaw

XEFEFIEH T ARG a AR A DT B, RGFTH B N HAUNTE R IFATR H 2 275 TH 77 %
BIERREENE, BT RIZHEMAIZ 2R LR, XGRS MR il

gj‘r{o

RGP A E MR EE N T HAEKRES, 25 (N TEERAL S ERNM) TREE
F Pl i i

L REXIS et

L1 $R o &2 2 MU A RI I RE

AN T IRATHRAYTEAEZ 2N,  PAERLALR R A R E, NATE AR (REFR A
R, RGFAENSREEANR) R TAIZ 2RI 75 IRITE S,

1.2 AT Z RIS

JRURS: B B SRS B A2 2 RS PG M AREE, IR B T S B KU AN /e S I, ARFEAR AT L AR
/B HESLER, SRR AR ALRGEHT BT XU A T AR

%50
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2. %

2.1 PRI E 22 42

AN BEROSS (EARBRT) IZREUE. B8, APTRIERMEEE, B A RTRES | BRI (f]
an, BARRTREE AR AL MR SR BRI, (A RES TR BN TE AR A E A P AL as

B o FEAIRGRVEEA A an IR PFAS RO M A AL BERI B E 2 2 MBS, A PR R <7 22 2
FAEPR A INbRUE, sCCAHA T AOE S EREXG, & P LN BE M (A 2 AR
[SBOM]., Aadke & s IR TR EAE ) o

2.2 AEIEFHIE SRR 5 1R 2 Weas AA i

AFRIATGRD GQILEe >, WSS, ARED BAIRRFRRHEMMXE (Fln, KiESHEAR]
REA D RZEIMABRIK L) |, FIHEEARN L2, ENERNRGTT R BGEE 2 R ATEA
i, ZErREmME L 2R ER ERME, IR, TR DU ZREdRRIBURME) o

2.3 B, JBESRIRT ATHI S B

BEEAIRGH A SSIsE, e ROV H S RIS B~ 19— &R 7y, RAHRZHUN PAGRIT, A3,
OB, AU AR G K B BRI XS, T ARATRHSR B~ RIOME, [
RLBdE. TR, HUERIEL, EALIMESRIGER. RUE, RRATEHIFIERT B,

2.4 BREEADT R IR % 4

ATSERITRZOG MR RBIIGREEE, AL 2R RTRES | ABHRIEMNE  (BI140 A B 15 BBk
PUERDLERRREE) o A LERTTRIEAREHATRIA 5228l (nfaskad) |, SEAY
TTNBIR, SRR AR B s ARE AU il st A XS, 2 PR TR B At 1%
ftiZz 42N, AN S IE 1 AT PN H S/ . PR DA 2 2L E

3. kB

3.1 PRBEATR SRR B SR B EAE 4 42

52 4"READTRING Z 2 LRI H R, N HIFRHESLR IR 2 2R, GH5 Al iR H S/,
WEREE,. BOAL 2R E DA K,

3.2 @ P E IR

ATRGUEE A HEEMY, XA TRESBECNAITINEAT N, ETAIERGRIZAENE, FFHE
] A A RATL e A SR S5/ N ) R 2 DK B Rtk a8 Fh I R R E SR R GRS 4 I 3 4 1Y
MR, FHRFIRME

556 11
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3.3 MBHEHE AT ATRSE

ATRGE AT REMIIG ARG, R, BUREMAMBRIIERI, XL XS0 P R EERELD,
FaJREXTHARI A,  RAFRIMITR R RS IE A 2 A B Pl 5 A AR
AL MR ERSL

4. I8 54

4.1 BEEAIR G

ATRGUEENSH B A BA BIEN T, BISCHhEEHMARMA, HP i SOsiaiE A DA G
ATRGHRH IR EARRIROUE . ALRGATE & Al gefm I MICRATR SR A, W&, i
ANER, RN =757 1R AR rTREH TR AA R RN IR, &SR HSIER AT EM, #it,
JAE AN

4.2 WIEALR G AT

ATRGURIREAEZE [ B B s e RE NI, 08 e I e R i R AL IS 1T, eI
FERER (Eie R st B R R RIS R MRS EE L HER, 128 A RN ]
RERIANIR. HBASEEEFR (data drift) HIREITHN.

4.3 W HEFFFEE SR Z 2B Tk

BRI AT RES BUT N, RGUFATE & MR OR 5 AR SR OC B XU E 5 1B 1S 2

4.4 HEN TR R iR

RIEEA e L, ALY B &R R B T RE AR I i AN E U T 0 R S B PR, A RSt
B P 2R NEIMHR I, XA RN R GTHITELE IR,

5. 1B1%

5.1 R BUR MBI 235 0

AT RIE T RRIIZREEE (BAErTRERINVEEE) EITIIZE, UL BERRESEEUREMES
o WARERH AT NP ARE BRI BRI A 738 S 1122 2 HOAE B 355



ENG

AI&R%E (Al system)

PSER KRR
(Adversarial Machine

Learning)

FHAN (Anomaly
Detection)

API (M HEFgmERE)
Jal1%d (Backdoor
attack)

WEMLEs A (Chatbot)

HENWS (Computer

Vision)
e (Data Breach)

HiEse® Mt (Data
Integrity)

HiEttEE (Data Leakage)

s EkPiP (Data Loss

Prevention)

HEE (Data

Poisoning)

IR (Data Science)

A 25

ANTHERE, —METHLSRS, HNPMsEESHIER, MWERZ
B N AR FERTANTAE BRI, YA, BRI R, X LR H AT DA
WP BB R AL, AR ATRGUE RR R JE B H 2 MERIE R KA
LEICR

B TMLAGUT NRHEE B AV, MI/EE ST NRHIMLARS
A A DURTS TR S R

TR EE R PMESTURIES, FraEdE A, SRR
—%,

Application Programming Interface, —#ZHHfE M MR AN FRE T
fAlAE B A B RTHM

Wi R R R I B AT GBS 0F S IR
T A,
— S IS SR BE SRS R B R

—NEFRHIRFRORIUR, LT IR M E G - IR S B
e

4 BT A PRGBS A LB B RS RT5 [RIIN & AE R S

BARAR ARIZ BT E LR, BRI S g rEdE, A&
BERR B EE AL i P AR

U, 2R el S R H I 2 SN T 2 5%

Al IR ER TR EE KmERGE) | R aEdE
(AnmgsalE) Mg SEdE EdEEME) e, EEREUNER
G 0 Lz 2 MrE S i E PR S S,

TS S ZRE R P AR

—MNEEERHIERGUR, ERREMREREN TR ESE, A
bR ER R EAAEAR DLE

58 11



ARik

REY>] (Deep

Learning)

HIRFHE (Defence-in-
Depth)

ik (Evasion
attack)

1Bk (Extraction
attack)

AT (Generative AI)

£ (Guardrails)

%% (Hallucination)

E5A] (Image

Recognition)

LLM (KIESHR)

ML (Hlgs#>))

(Membership Inference
attack)

NLP (BHAIES )

Mg (Neural
Network)

A S5

ATHI—TERE, I8 S AR A AL A BRI DR A
fixio IXARALARF S B ¥ 5 AT AMETC I B Y1 O S AR (L e b7
>, AR REPAT — iR E (55 R TE,

INRBGHIZ — R 2 )2 2 218 (R B~ B sRlG . HELRE, W
REREBRN, WHIOMNIZEN G, WOREMMEE T,
B AT A LAOR S HA R AU TIESS

T 4 SRR A 22 RIS R S Al s ey IRA TR DURTEAT O K
AR R,

—RE T AIEFEEE (BRSO, A, R RIEIR) BIbLERS 12
Rl ARGERATRGUE R BEAEEITIIGE, DAUEREIA SO AR
Favs

X ATZRGEREANAIBRFFIRN, - DARHORHIE S A PR HA A N TE TSR
M,

ATRGEEREIN, skt IR SE B X 2 AR IRE R,

EUG VIR E UGS IR AN R AP, H s ORI
Large Language Model, —FabIRAIAE B ASCARRIATIERY, LLM%
IHERRBRBESBIEE LIg, PAERZE Nt

Machine Learning, AIf—/71F4, BiE TIHHENVEE, BEEMERE
IS N T, FLes I TFE TR MNEIRF-S . FHXHEdEi
TR AR BRI,

BRI, M T e D AR AR SR Tl a7 IR 2R R
— &k

Natural Language Processing, AIf—/N 74, fEiHENIAEWHERED
BHIAEARIES, NLPHRRE LR SCARTIES IRAIEYRE,

— P ETEBHINEE TR 7 SR . M 28 T R R Skt
fritEmeldEsmt, M SGRE S IR BISE IR,

%90



ARik

G (Overfitting)

&=~ (Prompt)

safk2%>] (Reinforcement

Learning)

SDLC ({4 Az an a1

WEEEHE (Training data)

FESRA: T IRADE

A S5

el SR, HRIEH AR R EdE PR RFE R BIN & 4, 1E
HISITHIATEI N RS 72 (e Bt i OB DAL PR 55

e P AATRGHRR B RES A, DUREREE R a8t

—Rlas AR, RIREE SRR ERY S, RIEHYEEATIIRE
%’Ebﬁ?&lljo

Software Development Life Cycle, #%4% &SRS 2RI
RENHEANI IR, IXFEEE XTI ORI T BB BR B AN 4EAH
BRI REREL,

NGREER R IR IS ATR SR E R BURR, FEHAEWY S, LIS
TR

XU R H TR A M T B SRR, I8, IXEEREMT N RO i B

ﬂ;‘O

BT RX L, RAATHE ] 25 OWASP RIE S AN K22 XK (OWASP Top 10

for Large Language Model

Applications) . OWASPHLER )2+ KXk (OWASP

Machine Learning Security Top 10) , 8(MITRE ATLAS™ (A LERERGNHiMERMIAS,
Adversarial Threat Landscape for Artificial-Intelligence Systems) ¥, MITRE
ATLASFRIFREE T — DEEMLAIRNRZE, BEATRIMZE 22 2% A REERERIBG AT 28 Jubr, BB
THESM GRS, MLELRAFI 2 2 TR DU AR R R ARG RTRENE, TE9% 7 ATRGEHTX

TR, BARMZEBINTF

(EAIREATR L 2R IR E NN RS R Mg Z 2 AR b, s/ MURER
W, ZRZFRINE, Feeg e iimmeit,

ATLASHERE R RIS UM R

- AI/MLARGRAIEAR (FERSCH L EITHERR) |, BAKR

- AEFEMB R EYGEEOR, G TARHEATRSE, H#KBEMITRE Enterprise ATT&CKAEFE

(FER S AR BT RERR) o

%510 171
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ARG B ARSI FTX L BRI 22 2 BUPATIAKT,  DASE G i T i rT REX AR AT A2 2 i
AR XS, FEE XA SR TR, IX L BRI B AT 2% 22 2 AT BN A T2 2 XUR: PR AN
BSE,

MITRE ATLASHiF¥

PARFIHMITRE ATLASHEFS HR Y 32 2RI S HAR SR :

f1i£2 (Reconnaissance) : MR EZ N AR MR, 2RI PUE R
Mr. EEZEZWEIMLE, RN HEFRFEE. EaHR,

BT A (Resource Development) : IREVAHEML T, FKEGES). TFRREST. IREUEEAEL
i, RATREERIESE. BEGREE, Bk,

YIEYil (Initial Access) : MLBENMBEAR, AROKF . MUBMLARL A A 22 AR
B, LLMIEREA. MEEHf,

MLEZ M (ML Model Access) : MLEAEFHAPIV A, MLIRGER = MEiARSS. PIPHERSE
Wil SEeMILAEALT A,

M7 (Execution) : FFHUT. mFIMAMREA, LLMHFMAR,

ik (Persistence) : HEIIZGEIE, MAMLERS], LLMIEREA,

PURIRTE (Privilege Escalation) : LLMIZREA. LLMEMH AR, LLMER,

Bt (Defence Evasion) : FUBEMLEA!, LLMAEREA. LLMBSR,

EUEVil (Credential Access) : REZEMFEIL,

R (Discovery) : KMMLERIARK, ZUMLERIZRG], ZUMLTA, LLMITHE R4,
Wtk (Collection) : MLIfFIER. REGBEENEIE. KEAMARGHIEIRE,

MLYGE#E® (ML Attack Staging) : QUERBEIMLER, MAMLERET], RIEK D, 458
X HUEEERE,

BEs i (Exfiltration) : EIMLAEFEAPIG A, @ M FERSTEL. LLMICHE R,
LLMZ #1125,

Wil (Impact) : AUEMLEAL (EHAMLARSS. M THEERENMLARGUETh RS, R ML
RRAUSERENE ARUH, MR fE

H11 T
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